
 

External Document © 2020 Infosys Limited    
1 

 
Analyst Meet 2020  

November 11, 2020 

 
 
T O W AR D S  G R E AT E R  O P E R AT I O N AL  R E S I L I E N C E  
 
Pravin Rao  
Chief Operating Officer and Whole-time Director 
 
 
Hello, good day to everyone. Hope you're all doing good, safe and healthy.  
 
We are very proud of the speed and agility with which we responded to the pandemic, 
ensuring business continuity for our clients without compromising on safety and security of 
our employees. This has been very well appreciated by all the stakeholders. In my 
�S�U�H�V�H�Q�W�D�W�L�R�Q�����,�¶�O�O���E�H���W�D�O�N�L�Q�J���D�E�R�X�W��various steps taken in this regard, and continuing efforts 
to build on the same.  
 
This is the standard safe harbor clause.  
 
Having addressed the immediate priorities of the pandemic, our focus is now on 
embedding resilience in every aspect of our operations, to deal with the post-COVID 
world. This includes remote and hybrid working models, driving productivity improvements, 
focus on employee engagement and well-being, enhancing capability build, de-risking 
through localization.  
 
Today, 99% of our 240,000+ workforce are working from home globally. Percentages vary 
across geos. In continental Europe, we have seen a gradual return to office, with about 
10% of people working out of offices. We are seeing similar trends in New Zealand, Middle 
East and parts of Asia. In China, on the other hand, we have had over 92% working from 
office. In India, in May, when the lockdown was partially lifted, we had up to 5% of the 
workforce coming back to office. However, after a couple of months, with increasing 
number of cases, majority of those switched to work from home. Likewise, with parts of 
Europe now facing second wave, we are seeing some movements back to work from 
�K�R�P�H���� �:�H�¶�Y�H�� �E�H�H�Q�� �D�E�O�H�� �W�R�� �V�Z�L�W�F�K�� �E�H�W�Z�H�H�Q�� �Z�R�U�N�� �I�U�R�P�� �K�R�P�H�� �D�Q�G�� �Z�R�U�N�� �I�U�R�P�� �R�I�I�L�F�H��
seamlessly without any loss of productivity, while ensuring that planned deliverables were 
met.  
 
With over 90% work from home, the risk due to cyber-attack has dramatically increased as 
home offices rarely have the same firewalls, network-based intrusion detection and other 
defenses integral to office spaces. Hackers are exploiting the situation with increased 
phishing attacks. We have invested significantly to strengthen our cybersecurity 
infrastructure. These include secure VPN, 100% multi-factor authentication, endpoint 
controls, encryption, minimizing USB and admin access, strengthening our SOC teams, 
24/7 monitoring with visibility and control over the entire IT infrastructure, including server 
networks and endpoints. We have also done tabletop simulations and implemented load 
proxy for internet access from home and cloud security controls to secure all Infosys cloud 


